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Digital Education Action Plan

European

Digital 

Credentials for 

Learning

European Data Strategy

Europass Decision

European Skills Agenda

EDC – Central To EU's Skills Agenda

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52018DC0022&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1593073685620&uri=CELEX%3A52020DC0066
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018D0646&rid=9
https://ec.europa.eu/social/BlobServlet?docId=22832&langId=en
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Definitions

• A credential, in its most essential form, is a 

documented statement containing claims made 

about a person. 

• European Digital Credentials for Learning are 

standardised tamper-evident electronic documents 

describing that their owner has certain skills or has 

achieved certain learning outcomes through formal or 

non-formal learning context.

• A digitally-signature (e-Seal) guarantees the origin 

and integrity of the document.

• The European Learning Model allows interoperability 

of Learning Opportunities, Qualifications and 

Credentials in Europe and supports a fast track to 

credential recognition, reducing administrative burden 

and decreasing fraud by supporting automatic 

authentication of qualifications by employers and 

training providers.
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Interoperability

Use Data Model

Use Service

to issue Credentials

Use Code

to develop own applications

Europass (available in 29 languages)

Access to 2.5 million wallets

Access to Qualification and 

Awarding bodies data

Opportunities
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Areas of adoption

• 7 countries published data on Learning Opportunities in Europass

• 17 countries published data on Qualifications in Europass

• Vocational education and training (VET) – “Digital Luxembourg” strategy (1600+ VET 

diplomas)

• Digital Diplomas – first digital degree issued in Croatia before the end of 2021

• Credential recognition – DigiNet, SEA-EU, ECCOE projects

• Malta issuing 1000+ transcripts of records in early 2022

• ESN, European Commission, SEPIE issue non-formal training certificates

• European Consortium of Innovative Universities (ECIU) building own solution

• Vendors (e.g. Moodle and Digitary) developing own interoperable credentialing 

products
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European Digital 

Credentials for Learning

The Infrastructure
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The infrastructure encompasses the technical specifications to implement the framework. It comprises the

following core building blocks to help operationalise the framework

Standards Services Software

European Digital Credentials for Learning – the Infrastructure

eIDAS
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1. European Learning Model

(Linked to W3C VC)

Standards

1. eIDAS & EDC code 

libraries

2. Playground & API library

3. Helpdesk

Software & Support

1. Issuer

2. Wallet

3. Viewer

4. Accreditation DB

Services

Elements of the Infrastructure
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European Digital 

Credentials for Learning

System Functions
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credentials and 

send them to their 

owners

credentials 

securely in a 

single online or 

offline wallet

if the credential is 

authentic, valid and 

issued by an 

accredited 

organisation

the information in the 

credential with any 

other person or 

organisation with just 

a click

Issue Store Verify Share

credential Issuers 

and Learners who 

will be awarded the 

credential

Identify

System Functions
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The credential states the 

identity of the awarding body 

and credential owner 

The digitally-signed credential is linked to the identity 

of the awarding body, such that only the awarding 

body may issue such a credential 

Identify

European Digital 

Credentials for Learning
Today: Paper-based
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An awarding body sends a 

list of credentials to be 

created to an specialised 

print-shop

The print-shop prints the 

credentials on paper with 

security features

The credential is issued The credential is issued

An awarding body uploads 

a list of credentials to be 

created to the EDC Issuer

The EDC Issuer will issue 

EDC compliant, tamper-

proof digitally-signed 

credentials

No obligation to use 

EDC Issuer

Any software can be used 

to issue standard-

compliant credentials

European Digital 

Credentials for Learning

Issue

Today: Paper-based
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The credential owner 

securely stores the 

credential

The credential is sent to 

the credential owner
The credential is 

directly deposited 

into the credential 

owner’s Wallet

and/or

The awarding body 

sends the credential 

via registered delivery 

method

The credential owner 

picks up the credential 

from the awarding 

body

and/or

The credential is 

indefinitely and securely 

stored in the wallet 

No obligation to use 

Europass Wallet.

Credential-owner can run 

a wallet on their own 

device, or obtain one from 

any provider.

Today: Paper-based
European Digital 

Credentials for Learning

Store



europass.euEuropean Commission 15

The verifier 

manually makes a 

judgement on 

validity

The EDC Accreditation 

database automatically 

verifies accreditation of 

awarding body

The awarding body 

checks its own 

database and 

confirms the details 

in the credential

The verifier contacts the 

awarding body to verify 

the credential is authentic

Embedded security 

features automatically 

verify the credential is 

authentic

The identity of the 

credential owner is 

automatically matched 

with the credential

The credential is 

automatically verified 

every time it is accessed 

in the Europass wallet

The verifier manually 

checks the accreditation 

status of the awarding body

The verifier matches 

the identity of the 

owner with the 

credential

Today: Paper-based
European Digital 

Credentials for Learning

Verify
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The credential owner 

requests a new 

certified copy of the 

credential from the 

awarding body

The credential owner sends 

or presents the copy of the 

credential to the requester

The credential owner shares a link to the 

credential in their wallet

No obligation to use 

Europass Wallet.

Link can be shared to any 

cloud-based wallet.

Today: Paper-based
European Digital 

Credentials for Learning

Share
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European Digital 

Credentials for Learning

Data Composition
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DE Qualification as 
a Painter

150 hours of 
coursework

100 hours of 
apprenticeship

Final Examination 
Grade B

Recognition of 
qualification in FI

A European Digital Credential for Learning contains information about

Metadata
(data about the 
credential)

Subject
(claims about
person)

e-SealIssuer

describes claims relates to

Activities Achievements

Assessments

Attestations

Learning 
Outcomes

Entitlements

LO of skill of 
painting

Entitlement to 
work as a painter

EDC Data Composition
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EDC Compulsory Data

Recipient

Credential type

Credential title

Valid from date

e-Seal

Issuer
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University of Split is Accredited by the 
Croatian Agency for Quality Assurance.

Instant and Automatic Checks, including Accreditation
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Includes 250 properties to describe

• Organisations

• Details of the credential owner

• Achievements (including grades and 

references to EQF/NQF levels, ISCED-f 

codes, and learning outcomes

referencing ESCO of other external 

skill/competence frameworks)

• Activities (by start and end dates; 

format, mode and volume of learning)

• Entitlements (Entitlement to work as an 

attorney or enroll in further education)

European Learning Model
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Scenarios of Implementation

Use the EC free service and platform to issue 

EDCs (low cost/investment)

• via Online Credential Builder

 Online browser-based

 User-friendly (follows dev updates, handles associations well)

 All your templates in one place

• via Excel template 

 Allows offline editing

 Suitable for collaborative editing

• via XML upload

 Native EDC format

 Most suitable for issuing large number of credentials (1000+)



europass.euEuropean Commission 25

Scenarios of Implementation

Run the EDC infrastructure locally (medium up-front cost/investment)

• Code available in 

Github and/or as 

Docker Images

• Install and run the

issuer, viewer and/or 

wallet service out of 

the box

• customise and 

integrate with the 

existing institutional 

system
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Learner Data Protection

Using the EDC Issuer service

• Awarding bodies are already in a position to issue credentials (in 

different formats not related to ECD) based upon legal obligation, 

contractual obligation and legitimate interest, depending on the 

case at hand

Learner consent

• EDC Issuer is merely a tool for an institution to convert data they 

already hold into Europass-compliant XML files

• No specific consent needs to be requested, however the current 

one (if any, since the processing of personal data should be based 

on legitimate interest, legal obligation or contractual obligation 

depending on the case) should be updated
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Implementation Support

What is available?

• Infographics

• Information from NECs

• Information from EDC Support Team

• Europass pages related to EDCs

• Interoperability pages

What is foreseen?

• Ongoing work on supportive 

documentation (data model)

• Tutorial videos on ELM and credential 

building

https://europa.eu/europass/en/preparing-credentials-europass-digital-credentials


Thank You



Q & A


